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Use of social media 

Social media are emerging media which allow people to discuss and share information online. Tools which aid this interaction 
can include:

• Blogs – opinion articles and information that are regularly updated and commented on by others
• Wikis – web pages allowing users to collaborate and extend information by adding, removing and editing content 

collectively
• Podcasting – created by posting an audio file to a website which can then be downloaded via subscription
• RSS (Really Simple Syndication) – allows users to receive updated information from websites, blogs or podcasts without 

having to regularly visit the original site 
• Tagging – keyword classification of content carried out by users which yields more relevant and useful search results
• Social networking sites such as Facebook, LinkedIn, Twitter, YouTube - provide a combination of tools designed to help 

people connect and share information with each other.

The NDIA recognises that you may use these and other social media in your personal time (outside of working hours) and does 
not intend to discourage nor unduly limit your personal communications or online activities. However, you should recognise the 
potential for damage to be caused (either directly or indirectly) to the Agency and, possibly other client groups, in certain 
circumstances through personal use of social media, particularly, if you can be identified as an Agency employee.

Employees are responsible for the content published from their social media platform and should be aware of the risks to ensure 
that any risk of damage or detriment is minimised. 

You should not:

• Use Agency ICT resources for inappropriate purposes such as to harass, defame, abuse, disclose personal information, 
access or transmit pornographic material, nor for excessive personal use

• Imply that you are authorised to speak on behalf of the Agency or the government, or give the impression that any views 
you express are those of the Agency or the government

• Use or disclose any confidential information or personal information obtained in your capacity as an employee of the 
Agency

• Staff must not use ICT systems for unauthorised purposes including private commercial activities, illegally accessing a 
computing service, downloading or distributiny inappropriate, undesirable or offensive material. Such activities may result 
in disciplinary action including court prosecution.

The NDIA does accept some limited use for private purposes (e.g. email and internet), however, such use must be consistent 
with APS values and this ICT Security Policy (in particular, the ICT Acceptance Use and Security Breaches section of that 
document).
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This is from Working at the NDIA presentation – it is delivered Day 1 of Induction as part of the NDIA 
Orientation. 

Slide 25 
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Slide 25 – excerpt from Facilitator Guide 
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Human Resources (HR) Corporate Requirements – INDUCTION day one (MANDATORY) 
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Security Awarebess ELearning - MANDATORY 
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APS Values and Employment Principles, and Code of Conduct eLearning - MANDATORY 
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